
 
 

 

 

 

 

 

 

Chief Information Security Officer 

WSIPC – Reference # 20250401 

Resume review will begin on May 19th  

Starting Salary Range $185,911 - $197,291 

Number of Positions Needed: 1 
The salary is dependent on experience and qualifications 
 

Why WSIPC?  At WSIPC We Take Pride in Nurturing a Culture Where… 

We are a team – We care about the growth and development of our people and the Cooperative. 

We pursue excellence – We are continuously learning, and striving to improve our skills, services and culture. 

We are passionate and creative – We are inspired by our Cooperative members to innovate and develop solutions that best 

fit their needs. 

We are accountable and supportive – We take responsibility for our decisions and collaborate to ensure the best outcomes. 

We communicate honestly – We work in a transparent, open, and trust-based environment. 

We have serious fun – We take the time to enjoy ourselves, because hard work and innovation are fueled by a good work-

life balance and a lot of personality. 

We serve our community, and we are our community – We are part of the community we serve, and we are invested in its 

success. 
 

 

About the Position 

We are seeking a highly skilled and experienced Chief Information Security Officer (CISO) to join our team. As the 

CISO, you will provide overall leadership, strategy, design, and execution of our organization's information security 

function. You will be responsible for determining our information security policies, strategies, and standards, and 

ensuring compliance with data protection guidelines and applicable laws. 

 

In this role, you will lead the development, implementation, and enforcement of information security standards 

and procedures. You will review risk evaluations, audits, and security incident investigations, presenting 

information to senior leadership as needed. Staying current on the latest information security standards and best 

practices will be crucial to your success. 
 

Our ideal candidate is highly self-motivated with superior attention to detail and meets or exceeds the 

qualifications listed below. 
 

Ideal Candidate Traits & Qualifications 

• Developing security policies to protect critical data. 

• Implementing security measures to prevent and mitigate breaches. 

• Establishing security practices that align with our organization's goals. 

• Managing risk and supporting scalable business operations. 

• Maximizing return on investment for security-related decisions. 

• Ensuring compliance with industry standards and regulations. 

• Overseeing incident response and management, including post-incident analysis. 

• Developing and delivering security awareness training programs. 



 

 

• Assessing and managing security risks associated with third-party vendors and partners. 

• Designing and implementing secure network architectures. 

• Preparing for and managing security audits and assessments. 

• Developing and maintaining business continuity and disaster recovery plans. 

• Tracking key security metrics and reporting on the organization's security posture. 

• Collaborating with IT and other departments to integrate security into all aspects of the organization. 

• Gathering and analyzing threat intelligence to inform security strategies. 

• Developing and managing the security budget and allocating resources effectively. 

• Identify new business opportunities within the K-12 community that align with our growth goals. 

• Build and nurture partnerships with key stakeholders. 

• Collaborate with internal teams to develop tailored solutions that meet client needs. 

• Present business growth plans and insights to executive team leaders. 
 

Employment Benefits 

This is a full-time position. WSIPC provides a comprehensive benefits package including but not limited to thirteen 

holidays, medical, dental, vision, paid vacation ranging from 12-22 days per year and up to 8 hours of paid sick 

leave per month. We are part of DRS for a pension program. We have a hybrid work model and some remote 

working options. Visit www.wsipc.org for a full list of benefit offerings.   
 

Apply Now! 

What a great place to work!  Apply now by submitting your resume to employment@wsipc.org  

WSIPC is an EOE. 
 
 

http://www.wsipc.org/
mailto:employment@wsipc.org

